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After reviewing the “For Merchants” link on <https://www.pcisecuritystandards.org/merchants/>, answer the following questions:

# Describe the levels of the PCI DSS Compliance as defined by VISA?

VISA defines the four levels of the PCI DSS Compliance as follows:

|  |  |
| --- | --- |
| Merchant Level | Description |
| 1 | Any merchant — regardless of acceptance channel — processing over 6M Visa transactions per year. Any merchant that Visa, at its sole discretion, determines should meet the Level 1 merchant requirements to minimize risk to the Visa system. |
| 2 | Any merchant — regardless of acceptance channel — processing 1M to 6M Visa transactions per year. |
| 3 | Any merchant processing 20,000 to 1M Visa e-commerce transactions per year. |
| 4 | Any merchant processing fewer than 20,000 Visa e-commerce transactions per year, and all other merchants — regardless of acceptance channel — processing up to 1M Visa transactions per year. |

# For the 12 core requirements of the PCI DSS standard, what are 3 (three) steps or phases for assessing and reviewing compliance with the PCI DSS Standard?

|  |  |
| --- | --- |
| GOALS | PCI DSS REQUIREMENTS |
| Build and Maintain a Secure Network | 1. Install and maintain a firewall configuration to protect cardholder data  2. Do not use vendor-supplied defaults for system passwords and other security parameters |
| Protect Cardholder Data | 3. Protect stored cardholder data  4. Encrypt transmission of cardholder data across open, public networks |
| Maintain a Vulnerability Management Program | 5. Use and regularly update anti-virus software or programs  6. Develop and maintain secure systems and applications |
| Implement Strong Access Control Measures | 7. Restrict access to cardholder data by business need-to-know  8. Assign a unique ID to each person with computer access  9. Restrict physical access to cardholder data |
| Regularly Monitor and Test Networks | 10. Track and monitor all access to network resources and cardholder data  11. Regularly test security systems and processes |
| Maintain an Information Security Policy | 12. Maintain a policy that addresses information security for employees and contractors |

Many organizations treat compliance as a one-time, annual event. But only focusing on an annual compliance assessment can create a false sense of security. However, PCI Compliance is a continuous process. An entity needs to:

![https://www.pcisecuritystandards.org/2015/images/continuous_image.gif](data:image/gif;base64,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)

* **Assess**
  + Identifying cardholder data, taking an inventory of IT assets and business processes for payment card processing, and analyzing them for vulnerabilities.
* **Remediate**
  + Fixing vulnerabilities and eliminating the storage of cardholder data unless absolutely necessary.
* **Report**
  + Compiling and submitting required reports to the appropriate acquiring bank and card brands.

# What are the PCI DSS procedures used when auditing an organization for security?

Security audit requirements for Payment Card Industry (PCI) Data Security Standard (DSS) are designed by the PCI Security Standards Council. The requirements are outlined at <https://www.pcisecuritystandards.org>. The checklist is used by assessors conducting on-site audits to validate PCI DSS compliance of merchants and service providers who accept credit card payments. PCI DSS compliance is required in an effort to secure credit cardholder data.

* 1. **Complete a Self-Assessment Questionnaire**
     1. The PCI DSS Self-Assessment Questionnaire (SAQ) is published by the PCI Security Standards Council to assist merchants and service providers in self-evaluating their compliance with the PCI DSS.
        1. Whether or not you are required to have a formal audit with a Qualified Security Assessor, the SAQ can help you determine where you stand in your compliance efforts.
  2. **Find a Qualified Security Assessor**
     1. PCI DSS Qualified Security Assessors (QSAs) are security companies that have passed rigorous testing in order to receive the QSA certification from the PCI Security Standards Council.
        1. QSAs are listed on pcisecuritystandards.org. Some companies, such as Atsec, specialize in PCI compliance while others, such as ValCom, offer a portfolio of security solutions. Each QSA fits different needs, budgets and geographic locations.
  3. **Assess Your Compliance**
     1. Schedule an assessment with a QSA to determine your current compliance state.
        1. The QSA will measure gaps from regulations and provide you with a report of their findings and recommendations.
  4. **Remediate**
     1. Based on the QSA's findings, develop a roadmap towards steady-state compliance. Enhance your current security and compliance program through improved infrastructure, awareness training, policies, procedures and network standards.
     2. Develop a relationship with your QSA to ensure you stay compliant moving forward. To maintain compliancy, PCI DSS requires audits to be performed regularly on your network.

# What is the purpose of the PCI DSS Security Audit Procedures?

The purpose of the PCI DSS Security Audit Procedures is to be used by Payment Application-Qualified Security Assessors (PA-QSAs) conducting payment application reviews, so that software vendors can validate that a payment application complies with the PCI DSS Payment Application Data Security Standard (PA-DSS). PCI DSS applies to all organizations involved in payment card processing. This includes merchants, processors, acquirers, issuers, and service providers. In addition, PCI DSS also applies to all other organizations that store, process, or transmit cardholder data and/or sensitive authentication data.

# Describe the process for obtaining the PCI DSS Compliance?

Validation of compliance with the PCI Data Security Standard is determined by individual payment brands. All have agreed to incorporate the PCI Data Security Standard as part of the technical requirements for each of their data security compliance programs. The payment brands also recognize qualified security assessors and approved scanning vendors qualified by the PCI Security Standards Council. The Council does not enforce compliance; this is done by individual payment brands or acquiring banks.

Separate and distinct from the mandate to comply with the PCI DSS is the need for entities to verify and demonstrate their compliance status. It's a fundamental and critical function that identifies and corrects vulnerabilities and protects customers by ensuring that appropriate levels of cardholder information security are maintained.

For example, for MasterCard, their process for obtaining the PCI DSS is as follows:

* 1. PCI Self-Assessment
  2. PCI On-site Assessment
  3. PCI Network Scanning
  4. PCI Payment Applications

This process would be different for other payment card brands:

* American Express
* Discover
* JCB International
* Visa
* Visa Europe

Essentially, your organization would need to meet the 12 core requirements defined by the PCI DSS in order to acquire PCI DSS Compliance.